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Designation Description 

Identity and contact details  
of the controller  
 

Renu Electronics GmbH  
Kurze Str. 29 
D-70794 Filderstadt 
Deutschland 
Tel.: +49 711 77098 0 
Fax.: +49 711 77098 305 
info@renuelectronics.de 
 

Contact details of the  
data protection officer  
 

Klaus-Peter Junk 
DEKRA Assurance Services GmbH 
Nelkenweg 47 
73765 Neuhausen 
datenschutz@renuelectronics.de  
 

The purposes of the processing for which 
the personal data are intended  

• to exercise the right to determine who shall be allowed or 
denied access  

• protection of persons and property  

• protection against industrial espionage  

• prevention and investigation of crime and vandalism  

• monitoring automatic gate systems  

• access and admission control  
 

Legal basis for the processing  
 

• Art. 6 (1) (f) GDPR, general legal basis, applicable to video 
surveillance in general   

• Section 26 (1), (3), (4) FDPA, applicable to video surveillance 
of employees under the legal requirements specified 
therein. 
 

• Company agreement “Use of optical surveillance systems” 
of February 14, 2017 to ensure a balanced reconciliation of 
the legitimate interests of the company and the rights and 
freedoms of the data subjects. 

 
In addition: 
• Section 4 FDPA, for publicly accessible areas  

 

Legitimate interests of processing pursued 
(by the controller or a third party)   
 
 

The legitimate interest arises from the description of purpose 
and essentially lies in the protection of the property and rights 
of Renu Electronics, as well as the protection of persons 
(employees and visitors) who are on the monitored premises. 
 

Categories of personal data that are 
processed  
 

Image data (video data) without sound recording   

Source (origin) of the data  
 

Video cameras on the premises  
 

Recipient(categories) of the data  As a rule, the data remain with Renu Electronics and are not 
transmitted to any other recipients.  
 
In the framework of criminal investigations, on the existing 
legal grounds, the image data concerning the case will be 
transmitted to the relevant competent investigation authority 
(public prosecution department, police, etc). 
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Designation Description 

Transfer of data to a third country or an 
international organization and the 
associated safeguards to protect the data   
 

It is not intended to transmit the data to third countries.  

Storage duration of the data 
 

14 days 
 

Rights of the data subjects 

• to access 

• to rectification, erasure or 
restriction of processing  

• to object to the processing  

• to data portability 
 

If the respective legal requirements are met, you are entitled to 
the following rights: Right to have access to your data that we 
store; rectification, erasure, restriction of processing your data 
or the right to object to the processing, as well as data 
portability.  
  
 

Right to lodge a complaint 
 

If you are of the opinion that the processing of your personal 
data is unlawful, you have the right to lodge a complaint with a 
competent data protection supervisory authority. 
 

Automated decision-making / Profiling 
 

There will be no automated decision-making or profiling based 
on your collected data. 
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